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Summary of Ongoing Investigation

Inca Digital is leading an investigation into 3,000 entities participating 

in an investment scam known as "Pig Butchering"

Inca Digital’s NLP identified illicit funds and scam-affiliated addresses 

across three blockchains: Bitcoin, Ethereum, and Tron.

Inca Digital estimates $10B in losses due to Pig Butchering fraud.

This presentation contains numbers and amounts pertaining only to 

the Ethereum blockchain, and only one of the thousands of entities we 

have identified as having the same pattern of operations. 



Investigation examines the illicit crypto activity of 1 out 

of 3,758 companies identified by Inca Digital’s natural 

language data processing (NLP) module

Investigation only examines activity on the Ethereum 

blockchain, 1 of 3 blockchains identified with activity by 

scam entities

Scope
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Background: “Pig Butchering 
Scam” or “Sha Zhu Pan” (殺豬盤)

Employees in the scam are salaried, receive time-

off, and scammers receive 20-40% commissions 

for successful “slaughters”.

New scam employees receive psychological 

training in order to prepare them to adequately 

manipulate their victims, known as “pigs”. They even 

have training manuals that they update. It guides 

them on, among other things, how to create their 

fake character, to include personal details like 

hobbies, favorite music, etc.

Inca Digital’s NLP identified thousands of shell 

companies originating out of China. Inca Digital’s 

investigations team then found structured 

operations, company documents and manuals, 

and extremely successful operation in the Chinese-

speaking world.

Victims are groomed for 1-3 months before 

initiating the scam. Chinese scammers call this 

“raising a pig before slaughter.”

The scammers operate like a well structured 

corporation, have head offices and branch 

locations, divide labor between IT, communications, 

and finance.
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Sha Zhu Pan 
Training 
Guide
FROM INCA DIGITAL NLP 

OPTICAL CHARACTER 

RECOGNITION
Latest Strategy for Killing Pigs

Latest Strategy for Killing Pigs

(Company confidential, dissemination strictly prohibited, share at  your own risk)

Chapter 1: Packaging

Chapter 2: Chatting

Chapter 3: To Fish Big

Chapter 4: Appendix (homosexuals, older women, thirsty men)

March 2019 (Fourth Edition)

Grasping the customer’s psychology

Grasping the customer’s psychology

Arouse the customer’s inner dreams, goals, bring out a fighting state of mind (motivation)

Mention the difficulties and pressures the customers need to face in their lives (pressure) 

Say that opportunities have to be seized; ask them if they have ever missed an opportunity.(seizing
opportunity)

Encourage the customer that they have the ability to change his mindset of resignation (self-
improvement)

Creates dreams of perfection, allow customers to fantasize living better about their dream life.

(enjoyment)
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Entity Identification 
& Counterparty Risk Management
3,758 unique entities identified via Inca Digital NLP with victims 

located in 97 countries… and counting.

Unique Broker Count by Victim Location

PIG BUTCHERING INVESTIGATION



Cross Chain Involvement
Additional NLP data collection revealed some of entities have crypto addresses on both the 

Bitcoin and Tron blockchains, which are involved in similar investment scams.
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Carrod Securities and Pig Butchering Scam

Inca Digital identified Carrod Securities as being a 

part of the Pig Butchering Scam on several social 

media platforms via our NLP data analytics. It follows 

common characteristics of the Pig Butchering scam:

Highly responsive "customer service" online or on 

WhatsApp, available to chat 24/7. 

Victim’s can take their money and earnings in and 

out when the investment is under $1,000.

Offers large bonuses if victim invests 30%-100% 

more by a certain date in the near future.

Once victim invests substantial amounts of money 

the slaughter begins. Victims will not be able to 

retrieve money moving forward.

Victims are often coerced to pay fake reserve loans, 

taxes, or verification fees.

Victims’ fake accounts get frozen for defaulting on 

loans, not passing verification, or other false 

excuses. Victims then have to pay penalty fees 

within 7 days before scammers start deducting 10% 

every day from the victim’s investment.

Victims may also be told by the scammers that they 

sent their large payment to a wrong address. The 

scammers "escalate" the matter to management, 

but victims are ultimately informed that their money 

could not be found. As a consolation, victims have 

to pay 70% of the remaining balance and the scam 

ompany will write 30% off as their loss.
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Carrod Securities Co Ltd
Company registration

Company Number 13283412

 Incorporation Date 22 March 2021

 Company Type Private Limited Company

 Ultimate Beneficial Owners Mr Wei Wu (Chinese)

 Registered Address Unit G1, Capital House 61 

Amhurst Road, London, E8 1LL, UK 

United Kingdom Jurisdiction

Active Status

 Nature of business (SIC)
64999 - Financial intermediation 

not elsewhere classified

Presents itself as a foreign exchange 

broker on the mobile application 

Meta Trader 5

https://www.carrodsecurities-ltd.com/ 
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Scam Address 
Identification Example
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Carrod Securities Blockchain Analysis: 

Exchange Output Address Example
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Carrod Securities Blockchain Analysis: 

Exchange Output Network Example
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United States Victim Sample

PIG BUTCHERING INVESTIGATION



United States Victim Sample
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Canada Victim Sample
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Canada Victim Sample
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